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#### Abstract

This paper aims to improve NTRU by creating a multi-dimensional public key cryptosystem called NTRSHH by replacing the algebra $Z[x] \backslash\left(x^{N}-\right.$ 1used in NTRU with a new algebra called HSS. This cryptosystem provides high security and speed compared to some cryptosystems similar to NTRU as HXDTRU and TOTRU by increasing the number of private keys in the public keys and the cipher text. The property of the multidimensionality of this cryptosystem gives it an advantage in the possibility of its application in many scopes.
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## Introduction

In 1996, Hoffstein et al. proposed the NTRU public key cryptosystem in 1996, which works with the ring of truncated polynomials $Z[x] \backslash\left(x^{N}-1\right)$ [1]. It's the first system that doesn't rely on discrete logarithm problem or factorization integer numbers. One of the notable characteristics of NTRU is its speed, its much faster than RSA and ECC and has a much smaller key. Since it was proposed, many studies have improved NTRU performance.

In 2002, Gaborit et al. introduced analog of NTRU called CTRUdepending on $F_{2}[x] \backslash\left(x^{N}-1\right)[2]$. In 2005, Coglianese and Goi proposed MaTRU an like-NTRU, this system depends on a ring of $k \times k$ matrices of polynomials in $Z[x] \backslash\left(x^{N}-1\right)$ [3]. In 2009, Malekian et al. introduced QTRU, a
four-dimensional cryptosystem based on quaternion algebra [4]. In 2010, Malekian et al. proposed OTRU, a multi-dimensional cryptosystem based on alternative octonion algebra [5]. In 2011, Jarvis proposed ETRU based on the Eisenstein integer ring [6].In 2016, Yassein and Al-Saidi introducedHXDTRU and BITRU, defined by the hexadecnion and binary algebras as analog to NTRU cryptosystem [7-10]. In 2018, Yassein and Al-Saidi created BCTRU, a multidimensional NTRU-like cryptosystem that depends on Bi-cartesian algebra [11, 12]. Atani et al. [13] presented a new NETRU cryptosystem that operates over the ring of $k \times k$ matrices of polynomials in $Z[x] \backslash$ ( $x^{N}-1$ ). Yassein et al. [14] suggested a novel NTRU-analogue based on carternion algebra in 2020, dubbed QOBTRU. Yassein et al. [15] introduced NTRTE, a new multi-dimensional public key cryptosystem based on a commutative quaternion algebra with a novel structure.

In 2021, Yassein et al. designed a new mathematical structure to offer an analog QTRU cryptosystem, termed QMNTR [16]. In the same year, Yassein et al. introduced BOTRU, a new public key cryptosystem based on the bi-octonion subalgebra with a novel mathematical structure. Also, Yassein et al. designed NTRS and TRTSH cryptosystems like-NTRU depend on tripternion algebra, also, QOTRU depends on qu-octonion algebra [18-20]. In 2022, Yassein et al. improved NTRU through the design of NTRTRN and TOTRU which depend on tripternion algebra and octonion algebra respectively [21, 22].

In this paper, we have created a new public key cryptosystem, known as NTRHSS like-NTRU based on a new algebra called HSS and a new mathematical structure that gives it higher security and speed. Also, we compared its performance with NTRU, HXDTRU, and TOTRU.

## ASS Algebra

Let $F$ be a field with $\operatorname{Char}(F) \neq 2$, then the algebra HSS defined over $F$ as follows:
$H S S=\left\{\left(a_{1}, a_{2}, a_{3}\right)(1,1,1)+\left(a_{4}, a_{5}, a_{6}\right)(x, x, x)+\left(a_{7}, a_{8}, a_{9}\right)(y, y, y) \backslash a_{i} \in F, \quad\right.$ for $\quad$ all $\mathrm{i}=1,2, \ldots, 9\}$, where $\{(1,1,1),(x, x, x),(y, y, y)\}$ form the basis of this algebra. Now, if have three truncated polynomial rings
$K=Z[x] \backslash\left(x^{N}-1\right), K_{p}=Z_{p}[x] \backslash\left(x^{N}-1\right), \operatorname{and} K_{q}=Z_{q}[x] \backslash\left(x^{N}-1\right)$.
We show three algebraß, $\Omega_{p}$ and $\Omega_{q}$ as follows:
$\mathrm{B}=\left\{\left(f_{1}, f_{2}, f_{3}\right)(1,1,1)+\left(f_{4}, f_{5}, f_{6}\right)(x, x, x)+\left(f_{7}, f_{8}, f_{9}\right)(y, y, y) \backslash f_{1}, \ldots, f_{9} \in K\right\}$
$\beta_{p}=\left\{\left(f_{1}, f_{2}, f_{3}\right)(1,1,1)+\left(f_{4}, f_{5}, f_{6}\right)(x, x, x)+\left(f_{7}, f_{8}, f_{9}\right)(y, y, y) \backslash f_{1}, \ldots, f_{9} \in K_{p}\right\}$
$ß_{q}=\left\{\left(f_{1}, f_{2}, f_{3}\right)(1,1,1)+\left(f_{4}, f_{5}, f_{6}\right)(x, x, x)+\left(f_{7}, f_{8}, f_{9}\right)(y, y, y) \backslash f_{1}, \ldots, f_{9} \in K_{q}\right\}$

Let $\mu_{1}, \mu_{2} \in ß_{p}$ or $\beta_{q}$ such that
$\mu_{1}=\left(f_{1}, f_{2}, f_{3}\right)(1,1,1)+\left(f_{4}, f_{5}, f_{6}\right)(x, x, x)+\left(f_{7}, f_{8}, f_{9}\right)(y, y, y)$ and
$\mu_{2}=\left(g_{1}, g_{2}, g_{3}\right)(1,1,1)+\left(g_{4}, g_{5}, g_{6}\right)(x, x, x)+\left(g_{7}, g_{8}, g_{9}\right)(y, y, y)$. The addition $\mu_{1}+\mu_{2}$ is performed by adding corresponding coefficients. The multiplication $\mu_{1} * \mu_{2}$ can be determined by $\mu_{1} * \mu_{2}=\left(f_{1} g_{1}+f_{4} g_{7}+f_{7} g_{4}, f_{2} g_{2}+f_{5} g_{8}+f_{8} g_{5}, f_{3} g_{3}+f_{6} g_{9}+f_{9} g_{6}\right)(1,1,1)+\left(f_{4} g_{4}+f_{1} g_{7}+\right.$ $f 7 g 1, f 5 g 5+f 2 g 8+f 8 g 2, f 6 g 6+f 3 g 9+f 9 g 3 x, x, x+(f 7 g 7+f 1 g 4+f 4 g 1, f 8 g 8+f 5 g 2+f 2 g 5$, $\left.f_{9} g_{9}+f_{3} g_{6}+f_{6} g_{3}\right)(y, y, y)$.

This multiplication is not associative, but it is commutative and alternative. Then the identity multiplication is

$$
\varrho=(1,1,1)(1,1,1)+(0,0,0)(x, x, x)+(0,0,0)(y, y, y) .
$$

Inverse multiplication of $\mu_{1}$ is defined by

$$
\begin{aligned}
& \mu_{1}^{-1}=\left(e_{1}, e_{2}, e_{3}\right)(1,1,1)+\left(e_{4}, e_{5}, e_{5}\right)(x, x, x)+\left(e_{7}, e_{8}, e_{9}\right)(y, y, y) \text { where } \\
& e_{1}=\frac{f_{4}}{3 f_{1} f_{4} f_{7}-\left(f_{7}-\left(f_{1}\right)^{2}-\left(f_{4}\right)^{2}-\left(f_{7}\right)^{2}\right.}, e_{2}=\frac{f_{5}}{3 f_{2} f_{5} f_{8}-\left(f_{2}-\left(f_{2}\right)^{2}-\left(f_{5}\right)^{2}-\left(f_{8}\right)^{2}\right.}, e_{3}=\frac{f_{6} f_{9}-\left(f_{3}\right)^{2}}{3 f_{3} f_{6} f_{9}-\left(f_{3}\right)^{2}-\left(f_{6}\right)^{2}-\left(f_{9}\right)^{2}}, \\
& e_{4}=\frac{f_{1} f_{4}-\left(f_{7}\right)^{2}}{3 f_{1} f_{4} f_{7}-\left(f_{1}\right)^{2}-\left(f_{4}\right)^{2}-\left(f_{7}\right)^{2}}, e_{5}=\frac{f_{2} f_{5}-\left(f_{8}\right)^{2}}{3 f_{2} f_{5} f_{8}-\left(f_{2}\right)^{2}-\left(f_{5}\right)^{2}-\left(f_{8}\right)^{2}}, e_{6}=\frac{f_{3} f_{6}-\left(f_{9}\right)^{2}}{3 f_{3} f_{6} f_{9}-\left(f_{3}\right)^{2}-\left(f_{6}\right)^{2}-\left(f_{9}\right)^{2}}, \\
& e_{7}=\frac{f_{1} f_{7}-\left(f_{4}\right)^{2}}{3 f_{1} f_{4} f_{7}-\left(f_{1}\right)^{2}-\left(f_{4}\right)^{2}-\left(f_{7}\right)^{2}}, e_{8}=\frac{f_{2} f_{8}-\left(f_{5}\right)^{2}}{3 f_{2} f_{5} f_{8}-\left(f_{2}\right)^{2}-\left(f_{5}\right)^{2}-\left(f_{8}\right)^{2}}, e_{9}=\frac{f_{3} f_{9}-\left(f_{6}\right)^{2}}{3 f_{3} f_{6} f_{9}-\left(f_{3}\right)^{2}-\left(f_{6}\right)^{2}-\left(f_{9}\right)^{2}} .
\end{aligned}
$$

## NTRHSS Cryptosystem

## Public Parameters

The public parameters in NTRHSS are similar to NTRU and subsets $T_{F}, T_{V}, T_{Z}, T_{G}, T_{\theta}, T_{R}$ and $T_{M} \subset \beta$ as defined in Table 1.

Table 1: subsets of NTRHSS
\(\left.\begin{array}{|c|c|}\hline Notation \& Definition <br>
\hline T_{F} \& F=\left\{\left(f_{1}, f_{2}, f_{3}\right)(1,1,1)+\left(f_{4}, f_{5}, f_{6}\right)(x, x, x)+\left(f_{7}, f_{8}, f_{9}\right)(y, y, y) \in ß \mid f_{i} \in K,\right. <br>

\left.i=1,2, ···, 9 satisfy \ell\left(d_{f}, d_{f}-1\right)\right\}\end{array}\right]\)| $i=1,2, \ldots, 9$ satisfy $\left.\ell\left(d_{v}, d_{v}-1\right)\right\}$ |
| :---: |
| $T_{V}$ | | $V=\left\{\left(v_{1}, v_{2}, v_{3}\right)(1,1,1)+\left(v_{4}, v_{5}, v_{6}\right)(x, x, x)+\left(v_{7}, v_{8}, v_{9}\right)(y, y, y) \in ß \mid v_{i} \in K\right.$, |
| :---: |


| $T_{Z}$ | $Z=\left\{\left(z_{1}, z_{2}, z_{3}\right)(1,1,1)+\left(z_{4}, z_{5}, z_{6}\right)(x, x, x)+\left(z_{7}, z_{8}, z_{9}\right)(y, y, y) \in ß \mid z_{i} \in K\right.$, <br> $i=1,2, \ldots, 9$ satisfy $\left.\ell\left(d_{z}, d_{z}-1\right)\right\}$ |
| :---: | :---: |
| $T_{G}$ | $G=\left\{\left(g_{1}, g_{2}, g_{3}\right)(1,1,1)+\left(g_{4}, g_{5}, g_{6}\right)(x, x, x)+\left(g_{7}, g_{8}, g_{9}\right)(y, y, y) \in ß \mid g_{i} \in K\right.$, <br> $i=1,2, \ldots, 9$ satisfy $\left.\ell\left(d_{g}, d_{g}\right)\right\}$ |
| $T_{\theta}$ | $\theta=\left\{\left(\theta_{1}, \theta_{2}, \theta_{3}\right)(1,1,1)+\left(\theta_{4}, \theta_{5}, \theta_{6}\right)(x, x, x)+\left(\theta_{7}, \theta_{8}, \theta_{9}\right)(y, y, y) \in ß \mid \theta_{i} \in K\right.$, <br> $i=1,2, \ldots, 9$ satisfy $\left.\ell\left(d_{\theta}, d_{\theta}\right)\right\}$ |
| $T_{R}$ | $R=\left\{\left(r_{1}, r_{2}, r_{3}\right)(1,1,1)+\left(r_{4}, r_{5}, r_{6}\right)(x, x, x)+\left(r_{7}, r_{8}, r_{9}\right)(y, y, y) \in ß \mid r_{i} \in K\right.$, <br> $i=1,2, \ldots, 9$ satisfy $\left.\ell\left(d_{r}, d_{r}\right)\right\}$ |
| $T_{M}$ | $M=\left\{\left(m_{1}, m_{2}, m_{3}\right)(1,1,1)+\left(m_{4}, m_{5}, m_{6}\right)(x, x, x)+\left(m_{7}, m_{8}, m_{9}\right)(y, y, y) \in\right.$ <br> $ß \mid m_{i} \in K$, coefficients $i=1,2, \ldots, 9$ are the chosen modulo between $-p / 2$ and $\left.p / 2\right\}$ |

Where $\ell\left(d_{1}, d_{2}\right)=\left\{f \in K \mid f\right.$ has $d_{1}$ coefficients equal $1, d_{2}$ coefficientsequal -1 , the remaining equal 0$\}$.The constants $d_{f}, d_{v}, d_{z}, d_{g}, d_{\theta}, d_{r}$ and $d_{m}$ are defined in a similar role as in NTRU.

## NTRHSS Phases

The NTRHSS cryptosystem can be denoted through the following three phases

## I. Key Creation

The recipient generates the public keys $H$ and $K$ by choosinginvertible element $F \in T_{F} \bmod p$ and $q$ denoted by $F_{p}^{-1}$ and $F_{q}^{-1}$ respectively, invertible element $V \in T_{V} \bmod p$ denoted by $V_{p}^{-1}$, invertible element $Z \in T_{Z} \bmod q$ denoted by $Z_{q}^{-1}$ and $G \in T_{G}$ and are calculated as follows:
$H=F_{q}^{-1} * G(\bmod q) ; K=V * Z_{q}^{-1}(\bmod q)$

## II. Encryption

To obtain the cipher text $E$ of the plaintext $M$, the sender chooses $\theta \in T_{\theta}$ and $R \in T_{R}$ and converts the plaintext into an element in HSS and uses the following formula

$$
E=p(H * \theta+R)+M * K(\bmod q) .
$$

## III. Decryption

To find the plaintext of the cipher text, the recipient performs the following steps:
$B=F * E * Z(\operatorname{modq})$

$$
\begin{aligned}
& =F *(p(H * \theta+R)+M * K) * Z(\bmod q) \\
& =p(F * H * \theta * Z)+p(F * R * Z)+F *(M * K) * Z(\bmod q) \\
& =p\left(F *\left(F_{q}^{-1} * G\right) * \theta * Z\right)+p(F * R * Z)+F *\left(M *\left(V * Z_{q}^{-1}\right) * Z\right)(\bmod q) \\
= & \left(F * F_{q}^{-1}\right) *(G * \theta * F)+p(F * R * Z)+F *\left((M * V) *\left(Z_{q}^{-1} * Z\right)\right)(\bmod q) \\
& =p(G * \theta * F)+p(F * R * F)+F * M * V(\bmod q),
\end{aligned}
$$

Such that the coefficient of $p(G * \theta * V)+p(F * R * V)+F *(M * V)$ lie inthe interval $(-q / 2, q /$ 2].
Convert $B=p(G * \theta * V)+p(F * R * V)+F *(M * V)(\bmod q)$ to $\bmod p$
$B(\bmod p)=p(G * \theta * V)+p(F * R * V)+F *(M * V)(\bmod p)$
$=F * M * V(\bmod p)$.
$F_{p}^{-1} * B * V_{p}^{-1}(\bmod p)=M(\bmod p)$ and the resulting coefficients are adjusted to lie in the interval $(-p / 2, p / 2]$.

## Security Analysis

In a brute force attack, any attacker that obtains the public parameters and public keys $H=F_{q}^{-1} *$ $G(\bmod q)$ and $K=V * Z_{q}^{-1}(\bmod q)$ of NTRHSS can access the plaintext by finding $\left(F \in T_{F}\right.$ or $\left.G \in T_{G}\right)$ and $\left(V \in T_{V}\right.$ or $Z \in T_{Z}$ ). The size of the subsets $T_{F}, T_{G}, T_{V}$ and $T_{Z}$ are calculated as follows:

$$
\begin{aligned}
& \left|T_{F}\right|=\left(\frac{N!}{\left(d_{f!}\right)^{2}\left(N-2 d_{f}\right)!}\right)^{9},\left|T_{G}\right|=\left(\frac{N!}{\left(d_{g!}\right)^{2}\left(N-2 d_{g}\right)!}\right)^{9},\left|T_{V}\right|=\left(\frac{N!}{\left(d_{v!}\right)^{2}\left(N-2 d_{v}\right)!}\right)^{9} \text {, and }\left|T_{Z}\right|= \\
& \left(\frac{N!}{\left(d_{z!}\right)^{2}\left(N-2 d_{z}\right)!}\right)^{9}
\end{aligned}
$$

Therefore, the security of key is equal to the following:

$$
\left(\frac{(N!)^{18}}{\left(d_{g}!d_{v}!\right)^{18}\left(\left(N-2 d_{g}\right)!\left(N-2 d_{v}\right)!\right)^{9}}\right)^{\frac{1}{2}}
$$

Similarly, to find the original message, an attacker must search in $T_{\theta}$ and $T_{R}$. The size of the subsets $T_{\theta}$ and $T_{R}$ are calculated as follows:

$$
\left|T_{\theta}\right|=\left(\frac{N!}{\left(d_{\theta!}\right)^{2}\left(N-2 d_{\theta}\right)!}\right)^{9} \text { and }\left|T_{r}\right|=\left(\frac{N!}{\left(d_{r!}\right)^{2}\left(N-2 d_{r}\right)!}\right)^{9}
$$

Therefore, the security of message is equal to the following:

$$
\left(\frac{(N!)^{18}}{\left(d_{\theta}!d_{r}!\right)^{18}\left(\left(N-2 d_{\theta}\right)!\left(N-2 d_{r}\right)!\right)^{9}}\right)^{\frac{1}{2}}
$$

Table 2 show security of key and security of message for NTRHSS according to generic parameters $d_{v}, d_{g}, d_{\theta}, d_{r}, N$.

Table 2: NTRHSS 's security of key and security of message

| $N$ | $d_{v}$ | $d_{g}$ | $d_{\theta}$ | $d_{r}$ | Security of <br> Key | Security of Message |
| :---: | :---: | :---: | :---: | :---: | :---: | :---: |
| 107 | 12 | 12 | 5 | 5 | $1.5387 \times 10^{271}$ | $3.3459 \times 10^{143}$ |
| 107 | 20 | 20 | 10 | 10 | $1.9512 \times 10^{360}$ | $6.4256 \times 10^{239}$ |
| 149 | 12 | 12 | 10 | 10 | $1.1609 \times 10^{299}$ | $7.5988 \times 10^{267}$ |
| 149 | 25 | 25 | 20 | 20 | $1.1628 \times 10^{488}$ | $6.9376 \times 10^{428}$ |
| 167 | 18 | 18 | 18 | 18 | $1.6919 \times 10^{414}$ | $5.3505 \times 10^{419}$ |
| 167 | 27 | 27 | 22 | 22 | $6.1899 \times 10^{537}$ | $8.3259 \times 10^{476}$ |
| 211 | 20 | 20 | 18 | 18 | $2.2155 \times 10^{489}$ | $1.4695 \times 10^{456}$ |
| 211 | 34 | 34 | 22 | 22 | $2.5306 \times 10^{682}$ | $4.2822 \times 10^{522}$ |
| 257 | 20 | 20 | 18 | 18 | $1.3088 \times 10^{522}$ | $1.7715 \times 10^{486}$ |
| 257 | 24 | 24 | 24 | 24 | $3.1457 \times 10^{594}$ | $3.1457 \times 10^{594}$ |

## Comparison of NTRU, TOTRU, HXDTRU, and NTRHSS

Relying on the values in Table 1, Tables 3 and 4 show the comparison between key security and message security between NTRU, TOTRU, HXDTRU, and NTRHSS cryptosystem respectively. Accordingly, the security of the key and the message ofNTRHSS is more secure than NTRU, TOTRU, and HXDTRU.

Table 3: Security key of the NTRU and its Improvements

| Security Key of <br> NTRU | Security Key of <br> TOTRU | Security Key of <br> HXDTRU | Security Key of <br> NTRHSS |
| :---: | :---: | :---: | :---: |
| $1.1640 \times 10^{15}$ | $1.135 \times 10^{241}$ | $1.135 \times 10^{241}$ | $1.5387 \times 10^{271}$ |
| $2.3836 \times 10^{20}$ | $1.0859 \times 10^{326}$ | $1.0859 \times 10^{326}$ | $1.9512 \times 10^{360}$ |
| $9.3902 \times 10^{16}$ | $3.6545 \times 10^{271}$ | $3.6545 \times 10^{271}$ | $1.1609 \times 10^{299}$ |
| $1.3024 \times 10^{27}$ | $6.8558 \times 10^{433}$ | $6.8558 \times 10^{433}$ | $1.1628 \times 10^{488}$ |


| $2.0808 \times 10^{23}$ | $1.2357 \times 10^{478}$ | $1.2357 \times 10^{478}$ | $1.6919 \times 10^{414}$ |
| :--- | :--- | :--- | :--- |
| $7.5390 \times 10^{29}$ | $1.0891 \times 10^{478}$ | $1.0891 \times 10^{478}$ | $6.1899 \times 10^{537}$ |
| $1.7433 \times 10^{27}$ | $7.2895 \times 10^{435}$ | $7.2895 \times 10^{435}$ | $2.2155 \times 10^{490}$ |
| $8.1525 \times 10^{29}$ | $3.8075 \times 10^{606}$ | $3.8075 \times 10^{606}$ | $2.5306 \times 10^{682}$ |
| $1.3088 \times 10^{29}$ | $7.4107 \times 10^{465}$ | $7.4107 \times 10^{465}$ | $1.3088 \times 10^{522}$ |
| $1.0657 \times 10^{33}$ | $1.2915 \times 10^{432}$ | $1.2915 \times 10^{432}$ | $3.1457 \times 10^{594}$ |

Table 4: Security message of the NTRU and its Improvements

| Message security <br> of NTRU | Message security <br> of TOTRU | Message security <br> of HXDTRU | Message security <br> of NTRHSS |
| :---: | :---: | :---: | :---: |
| $2.9757 \times 10^{8}$ | $3.7788 \times 10^{127}$ | $3.7788 \times 10^{127}$ | $3.3459 \times 10^{143}$ |
| $2.1021 \times 10^{13}$ | $1.4541 \times 10^{213}$ | $1.4541 \times 10^{213}$ | $6.4256 \times 10^{239}$ |
| $2.4114 \times 10^{15}$ | $1.3068 \times 10^{238}$ | $1.3068 \times 10^{238}$ | $7.5988 \times 10^{267}$ |
| $2.1111 \times 10^{24}$ | $1.5568 \times 10^{381}$ | $1.5568 \times 10^{381}$ | $6.9376 \times 10^{428}$ |
| $2.0809 \times 10^{23}$ | $1.2357 \times 10^{373}$ | $1.2357 \times 10^{373}$ | $5.3505 \times 10^{419}$ |
| $3.13036 \times 10^{26}$ | $8.4972 \times 10^{423}$ | $8.4972 \times 10^{423}$ | $8.3259 \times 10^{476}$ |
| $2.2009 \times 10^{25}$ | $3.0335 \times 10^{405}$ | $3.0335 \times 10^{405}$ | $1.4695 \times 10^{456}$ |
| $1.0842 \times 10^{29}$ | $3.6438 \times 10^{464}$ | $3.6438 \times 10^{464}$ | $4.2822 \times 10^{522}$ |
| $1.0323 \times 10^{27}$ | $1.6621 \times 10^{432}$ | $1.6621 \times 10^{432}$ | $1.7715 \times 10^{486}$ |
| $1.0656 \times 10^{33}$ | $2.7825 \times 10^{528}$ | $2.7825 \times 10^{528}$ | $3.1457 \times 10^{594}$ |

Table 5 shows the number of mathematical operations from addition ( $\alpha$ ) and convolution multiplication ( $\lambda$ ) in the three phasesof NTRU ,HXDTRU,TOTRU and NTRHSS. Therefore, the speed of key creation, encryption, and decryption ofNTRHSS are faster than those of HXDTRU and TOTRU.

Table 5: Arithmetic operations of NTRU,TOTRU, HXDTRU and NTRSAA.

|  | NTRU | TOTRU | HXDTRU | NTRHSS |
| :---: | :---: | :---: | :---: | :---: |
| Key Generation | $1 \lambda$ | $128 \lambda$ | $265 \lambda$ | $54 \lambda$ |
| Encryption | $1 \lambda$ and $1 \alpha$ | $128 \lambda$ and $16 \alpha$ | $265 \lambda$ and $16 \alpha$ | $54 \lambda$ and18 $\alpha$ |


| Decryption | $2 \lambda$ and $1 \alpha$ | $1536 \lambda$ and $16 \alpha$ | $4096 \lambda$ and $16 \alpha$ | $486 \lambda$ and $18 \alpha$ |
| :--- | :--- | :--- | :---: | :---: |

Table 6 shows the speed NTRU, TOTRU, HXDTRU, and NTRHSS based on Table 5 such that $\tau$ is the time of convolution multiplication and $\tau_{1}$ is the time of polynomial addition. Therefore, NTRHSS is faster than TOTRU and HXDTRU and slower than NTRU.

Table 6: Speed of NTRU and its Improvements

|  | NTRU | HXDTRU | TOTRU | NTRHSS |
| :--- | :---: | :---: | :---: | :---: |
| speed | $4 \tau+2 \tau_{1}$ | $4608 \tau+32 \tau_{1}$ | $1792 \tau+32 \tau_{1}$ | $594 \tau+36 \tau_{1}$ |

## Conclusion

NTRHSS is multi-dimensional public key cryptosystem based on a new commutative and alternative algebra HSS with high security and acceptable speedwhen compared to some of NTRU improvements. It can encrypt nine different messages from one source or from multiple sources, this feature can be very useful in designing protocols or similar applications.
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