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Abstract 

Security has always been an issue of concern in every family and also in 

workplaces, shops, etc. Everyone is concerned about strangers walking 

into their house or workplace without their knowledge. The issue with the 

usual door lock is that it might potentially be opened by someone using a 

duplicate key. An alternative to this strategy is to employ a lock's 

password or pattern, which runs the risk of being discovered and allowing 

the lock to be opened. Therefore, integrating a door lock with biometrics 

can be a solution to these problems. In this project, we create a fingerprint-

based door lock system that unlocks doors. This study focuses on creating 

a buzzer-based biometric door lock system that eliminates the need for 

carrying around keys, preventing problems like key loss. When an 

unauthorized person tries to enter, the buzzer helps the owner be informed. 
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INTRODUCTION 

This project is about solving a problem related to the safety of unauthorized persons entering our homes, 

shops, or offices. Security issues can be fixed using traditional locks but there is always the opportunity for 

someone to unlock the lock even without breaking it using a duplicate key. Using these types of locks creates 

problems when we lose keys and we have to carry the keys with usregularly. Metal Keys are a natural way to 

lock or unlock a door, and everyone knows it. Although the physical key is a well-proven and well-known 

technology, it has no flaws. For keys, there can be only one unique key. Different keys are required for 

different locks. Managing a large number of keys is also very difficult. Therefore, to exclude all problems in 

this project we implement a system that uses the fingerprints of an individual to unlock thedoor. 

Biometric verification is a technique by which an individual can be interestingly perceived by no less than 

one unmistakable natural quality. One-of-a-kind identifiers integrate fingerprints, hand and ear geometry, 

retina and iris patterns, voice recognition, DNA prints, and signatures. The biometric identifier in which we 

are involved in this project is finger impression as it is unique to every individual and the use of finger 

impression as the way to unlock entryway locks can overcome the security issue of unapproved people 

entering our homes, shops, work environments, etc. In simple words, we can say that we are implementing a 

door lock system using an Arduino which makes use of fingerprints to identify whom to allow and who not 

to allow inside our homes, offices, shops, 

etc.Thissystemalsohelpstoalerttheownerincaseanunauthorizedindividualtriestoenterthroughthedoor. 

 

LITERATURE SURVEY 

A few notable reviews of various works on biometric security systems are included below. In his study on 

personal authentication using biometric technology, Fernando.L.Podio firmly asserts that fingerprints are one 



Mathematical Statistician and Engineering Applications 

ISSN: 2094-0343 

2326-9865 

 

 

374 

 

 

Vol. 69 No. 1 (2021) 

http://philstat.org.ph 

 

 

 

of the best home security options among bio-examining frameworks. Because tokens like access cards, 

magnetic cards, photo id cards, body keys, and so forth, may be lost, stolen, copied, or left at home, the 

designer has hailed the biometric security framework as an intriguing benefit. Passwords may also be 

forgotten, exchanged, or seen in any event. 

Biometricshelpstoprovidequicksimpletoutilizeandeconomicalaspectsforawiderangeofimplementations. 

The purpose of M I Efunbote's work, "Development and Experimentation of a Security Door Lock System 

Using Biometric Fingerprint Architecture," is to use the biometric fingerprint sensor to develop a secure door 

lock for the door. The microcontroller unit's response time was quick, dependable, secure, and accurate. The 

system checks to see if the scanned fingerprints were registered or not then adds and deletes registered 

fingerprints. Its success was as expected. 

BACKGROUND 

EXISTING METHOD 

This is the time when everything is connected to the network and when anyone can access information from 

anywhere in the world among the most common methods of personal recognition we often see passwords or 

patterns and access card methods set a unique unlock process. Password and access cards are used but the 

passwords or patterns in locks can be stolen easily as they are easily guessed by others if they are not strong 

enough without a portable key it is possible for someone to guess one’s password on the other hand access 

cards can be duplicated. Unfortunately, some cases are committed by those who know us best criminals do 

not always come as criminals uninvited guests can be in-laws or localchildren. 

 

Figure 1: Password-baseddoorlock Figure 2: Access card-based 

doorlock 

 

PROPOSED SYSTEM 

Our Proposed System offers great safety and efficiency while resolving all security issues with the current 

system this is the best way to avoid the trouble of a lost or stolen key or an unwanted entry the solution to 

these issues offers a high level of accuracy rate is the fingerprint each finger has a distinct unchanging 

pattern of friction ridges due to this everyone can identify themselves by their fingerprint the biometric-

based door lock system uses tried-and-true technology users fingerprints are scanned by fingerprint scanners 

which are subsequently used to verify authentication more accurate and economical than other methods 

fingerprint scanning essentially eliminates duplication. 
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Figure 3: Proposed system 

HARDWARECOMPONENTS 

Thesearethehardwarecomponentsofthebiometric-baseddoorlocksystem. 

1. Fingerprint sensor 

2. 5v Relay 

3. Solenoid lock 

4. Buzzer 

5. Jumper wires 

6. Arduino Uno 

7. Adapter 

 

BLOCK DIAGRAM 

 

 

Figure 4: Block Diagram 
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CIRCUITDIAGRAM 

 

 

 

Figure 5: CircuitDiagram 

 

ALGORITHM 

Step 1: Start. 

Step 2: Collect all the required components (Fingerprint sensor,5v relay,12v solenoid lock, ArduinoUno,and 

Buzzer) as mentioned in the circuit diagram. 

Step 3: Connect the fingerprint sensor and Arduino according to the circuit diagram by using the jumper 

wires. 

Step 4: Dump the fingerprint enroll code in the Arduino Uno and store the fingerprints by scanning them 

with the fingerprint sensor. 

Step 5: Connect the remaining components according to the circuit diagram. 

Step 6: Again, dump the biometric-based door lock system code in the Arduino Uno. 

Step 7: The fingerprint is scanned with the fingerprint sensor and initially, the door lock will be in the locked 

state. 

Step 8: The fingerprint is put in a condition where it scans for the match of the fingerprint. 

Step 9: If a match is found, it moves to step 10 or it moves to step 12. 

Step 10: If the match is found the relay which controls the lock gives the signal to the lock and the door is 

unlocked for 3 seconds. 

Step 11: If the match is not found the door remains locked. 

Step 12: The lock remains closed, and the buzzer gets activated for five seconds. Step 13: Stop. 
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FLOWCHART 

 

This is the flowchart of a biometric-based door lock system with a buzzer. 
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RESULTS  

 

The following figures show the prototype working scenario and outcomes of this system. 

 

Figure 4:Projectprototype Figure 5: Door lock when the authorized user 

isidentified 

 

Figure 6: Door lock when the authorized user is not identified 

 

CONCLUSION 

 

we conclude that systems for fingerprint-based door locks can be created to fit a specific need compared to 

lock systems on the regular market this door locking mechanism is more affordable our fingerprint-based 

lock system quickly and accurately recognizes fingerprints making it possible to integrate with users and 

offer stronger security.it is convenient to consider a fingerprint mismatch as an attempt at unauthorized 

access for systems requiring greater protection such as pricey jewelry items or museum artifacts scanning 

ofseveralfingerprintsmaybeusedtoalertpeopletopotentialtheftinthewakeofsuchanunconfirmedevent. 

 

REFERENCES 

 

[1] Ajinkya Kawale “Fingerprint based locking system”IJSER. 

[2] Fernando.L.Podio “Personal Authentication through Biometric Technologies ”IEEE. 

[3] DilshadMahjabeen and MoshiurRahmanTarafder, “Unique Authentication for Door Lock system 



Mathematical Statistician and Engineering Applications 

ISSN: 2094-0343 

2326-9865 

 

 

379 

 

 

Vol. 69 No. 1 (2021) 

http://philstat.org.ph 

 

 

 

through Bio Scanning-Finger Print Security System”GSJ. 

[4] Meenakshi N, Monish M, Dikshit KJ, Bharath “Arduino Based Smart Authentication System”IEEE. 

[5] Baidya J, SahaT, Moyashir R, Palit R. “Design and implementation of a fingerprint-based lock system 

for shared access”IEEE. 

[6] P Ramprakash, M Sakthivadivel, N Krishnaraj, J Ramprasath. ”Host-based Intrusion Detection 

System using Sequence of System Calls” International Journal of Engineering and 

Management Research, VandanaPublications, Volume 4, Issue 2, 241-247, 2014 

[7] N Krishnaraj, S Smys.”A multihoming ACO-MDV routing for maximum power efficiency in 

an IoT environment” Wireless Personal Communications 109 (1), 243-256, 2019. 

[8] N Krishnaraj, R Bhuvanesh Kumar, D Rajeshwar, T Sanjay Kumar, Implementation of energy 

aware modified distance vector routing protocol for energy efficiency in wireless sensor 

networks, 2020 International Conference on Inventive Computation Technologies 

(ICICT),201-204 

[9] Ibrahim, S. Jafar Ali, and M. Thangamani. "Enhanced singular value decomposition for 

prediction of drugs and diseases with hepatocellular carcinoma based on multi-source bat 

algorithm based random walk." Measurement 141 (2019): 176-183. 

https://doi.org/10.1016/j.measurement.2019.02.056 

[10] Ibrahim, Jafar Ali S., S. Rajasekar, Varsha, M. Karunakaran, K. Kasirajan, Kalyan NS 

Chakravarthy, V. Kumar, and K. J. Kaur. "Recent advances in performance and effect of Zr 

doping with ZnO thin film sensor in ammonia vapour sensing." GLOBAL NEST JOURNAL 

23, no. 4 (2021): 526-531. https://doi.org/10.30955/gnj.004020 , 

https://journal.gnest.org/publication/gnest_04020  

[11] N.S. KalyanChakravarthy, B. Karthikeyan, K. Alhaf Malik, D.BujjiBabbu,. K. NithyaS.Jafar 

Ali Ibrahim , Survey of Cooperative Routing Algorithms in Wireless Sensor Networks, Journal 

of Annals of the Romanian Society for Cell Biology ,5316-5320, 2021 

[12] Rajmohan, G, Chinnappan, CV, John William, AD, ChandrakrishanBalakrishnan, S, 

AnandMuthu, B, Manogaran, G. Revamping land coverage analysis using aerial satellite image 

mapping. Trans Emerging Tel Tech. 2021; 32:e3927. https://doi.org/10.1002/ett.3927 

[13] Vignesh, C.C., Sivaparthipan, C.B., Daniel, J.A. et al. Adjacent Node based Energetic 

Association Factor Routing Protocol in Wireless Sensor Networks. Wireless PersCommun 119, 

3255–3270 (2021). https://doi.org/10.1007/s11277-021-08397-0. 

[14] C ChandruVignesh, S Karthik, Predicting the position of adjacent nodes with QoS in mobile ad 

hoc networks, Journal of Multimedia Tools and Applications, Springer US,Vol 79, 8445-

8457,2020  

 

https://doi.org/10.1016/j.measurement.2019.02.056
https://doi.org/10.1002/ett.3927
https://doi.org/10.1007/s11277-021-08397-0

