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Abstract 

A new kind of routing method has been developed for use in mobile ad hoc 

networks. However, the great majority of these diverse protocols are still 

unable to respond rapidly enough to sustain the route. A PRP, or a proposed 

scheduling protocol, is proposed in this paper. This protocol uses 

information from nodes that have heard the main course communication to 

maintain the broken route functional. Whenever a connection fails, our 

protocol immediately switches to using standby nodes, which are backup 

devices that have been intelligently positioned near to the main channel for 

backup. Ad-hoc networks are utilised in a wide range of everyday activities, 

thus it's hard to generalise. In mobile ad-hoc networks, the overall 

performance may be affected by a wide number of factors(1). In order to 

improve society's performance, it is critical that networking events be 

monitored and proper protocols have been proposed to be implemented. A 

route system on an ad-hoc network cannot function without routing 

algorithms. DSR, which stands for "Dynamic Source Routing," and DSDV 

(Destination-Sequenced Distance-Vector) are three well-known routing 

technologies that are frequently used in digital advertising networks. 

Various performance characteristics, including throughput, delay-to-delay, 

standardised routing load, acquired packets at various speeds, and stop 

occurrences, were examined in this research to evaluate numerous routing 

protocols(1). 

Keywords: MANET, DSR, New MANET Routing Protocol 

 

1.Introduction 

Using mobile ad hoc networks, researchers looked at a variety of different routing schemes 

(MANETs). These existing routing methods have been compared by excellent students in the 

literature. However, the way in which they were compared has now become irregular, making 

it impossible to draw conclusions regarding which routing protocol works best for Mobile Ad-

hoc Networks (MANETs)(3). Other research articles defined a comparison task simply based 

on certain overall performance indicators, while other research publications defined a 

comparison task solely based on DSR and AODV routing protocols. Some research 

publications also defined a comparison task entirely based on DSR and AODV routing 

protocols. The truth is that the success of the community is reliant on a wide variety of metrics 

and factors that have to be taken into consideration. For example, in mobile ad-hoc networks, 
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speed is of the utmost importance. When travelling at faster speeds, the routing links may get 

severed, which may result in a reduction in performance(4). The goal of this study is to find 

out which of the routing protocols for mobile ad hoc networks that are currently available has 

the best overall performance in the most difficult situations for the network. 

This study's objectives were to (1) analyse the overall performance of current routing protocols 

via the use of NS2 simulation; and (2) give design criteria for the purpose of constructing the 

most effective routing metric for MANETs. In this study, we analyse the performance of the 

AODV, DSR, and DSDV routing protocols, and we compare these protocols to one another 

based on a wide range of overall performance metrics. We do an exact replication of each 

protocol on the communities’ simulator-2.35 by varying the pause occurrences and speeds. 

(NS-2.35) 

The first mobile systems appeared in the 1970s, and ever since then, wireless networking has 

been steadily gaining in popularity(4). Their widespread usage may be attributed to the fact 

that users, irrespective of where they happen to be physically located, are able to get access to 

the information made available by these platforms. Infrastructure wireless networks, also 

known as cellular networks, contain permanent base stations that are linked to other base 

stations in the network by connections. Infrastructure less networks, on the other hand, do not 

have base stations that are connected to one another(5). These base stations serve as the medium 

via which mobile nodes exchange information with one another. Infrastructure less wireless 

networks, sometimes referred to as ad hoc wireless networks, are collections of wireless nodes 

that do not have any predetermined infrastructure to connect them. Infrastructure or centralised 

control, such as base stations or access points, are examples of this(6). 

The absence of centralised control, the presence of wireless interfaces on each node, the ability 

of nodes to freely move across the network, which leads to frequent changes in network 

architecture, the limited number of resources and lack of symmetrical connections that are 

available at each node are the distinguishing features that set ad hoc wireless networks apart 

from other types of networks. Protocols that use distance vectors or link states are often what 

are used in wired networks in order to determine the shortest route. These protocols do not 

operate well in ad hoc wireless networks due to the restricted bandwidth available in wifi 

communication and the lack of a centralised command and control structure. Therefore, either 

current routing protocols need to be modified, or whole new routing protocols need to be 

developed in order to support ad hoc wireless networks. 

There are three primary types of routing algorithms used in ad hoc wireless networks: table-

driven, on-demand, and hybrid. Table-driven protocols are used to determine which routes 

should be used. 

The following are examples of table-driven routing algorithms: Destination Sequenced 

Distance Vector (DSDV), Clustered Gateway Switch Routing (CGSR), and Wireless Routing 

Protocol (WRP). Proactive algorithms are another name for table driven routing algorithms. 

Protocols that use this approach will search a network for all possible pathways between a 
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source and a destination, and then they will create the most recent path using periodic route 

updates. Even if there have been no topological changes, update notifications will still be 

delivered. The distance vector and link state algorithms are modified in order to build the 

protocols that fall under this classification. These protocols keep track of routing information 

in routing tables, and the fact that these tables need to be updated periodically causes the results 

to be returned extremely slowly. This way of working is not ideal for use in wireless ad hoc 

networks because it causes a lot of routing overload. 

On-demand routing techniques (ZRP) include Dynamic Source Routing (DSR), On-Demand 

Distance Vector Routing (AODV), Temporally Ordered Routing Algorithm (TORA), and Zone 

Routing Protocol.demand routing algorithms, in contrast to table driven algorithms, do not 

establish route information among nodes(6). Only in the most dire of circumstances are new 

routes established. Only when a route is required—that is, when one of the nodes in the network 

wishes to deliver a packet—are new routes established. Therefore, there is less of an issue with 

routing overload as compared to table-driven algorithms. Even so, the number of packets that 

get delivered successfully is low because most nodes don't keep up-to-date route 

information(7). 

Hybrid algorithms for route selection: distance routing effect approach for mobility based on 

algorithmic frameworks based on Multi Point Relaying (MPR), position-based algorithms: 

most forward within radius (MFR), and geographic distance routing (GEDIR), and directional 

routing algorithm (DIR) (DREAM). Voronoi-GEDIR (V-GEDIR). Voronoi-GEDIR (V-

GEDIR). The goal of hybrid routing algorithms is to make advantage of the beneficial aspects 

of both table-driven as well as on methods while minimising the negative aspects of both 

approaches as much as possible. There is a subset of routing protocols called as hybrid routing 

algorithms that includes position-based routing algorithms as one of its subtypes. They often 

give more priority to nodes that are located in a certain area. These algorithms include elements 

of both table-driven and on-demand protocols inside their design. The Global Positioning 

System (GPS), which is used to ascertain the geographical positions of nodes, is what makes 

localization feasible. Nodes' locations may then be pinpointed via localization. The routing 

table of a mobile ad hoc network (MANET) node is updated whenever there is a change in the 

location of the node because this is a result of the node's mobility. When using position-based 

methods, the GPS receivers that are already built into the nodes are the ones responsible for 

updating the table information. This distinction sets position-based algorithms apart from its 

table-driven and on-demand counterparts in a significant way. Because of its low cost, excellent 

dependability, and the capacity to give measurements of latitude, longitude, and altitude, 

Global Positioning Systems (GPSs) have emerged as the system of choice in recent years. Some 

examples of GPS-based hybrid routing algorithms include the directional routing algorithm 

(DIR), the most forward within radius (MFR), the distance routing (GEDIR), and the distance 

routing effect approach for mobility. All of these algorithms are referred to as "directional 

routing" (DREAM)(1,3,4). 
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2.The Proposed New Routing Protocol 

As part of this study, we provide an improved real-time repairable route for handling damaged 

link recovery in an ad hoc routing system. In this section, we'll go over these more abstract 

concepts that shape our protocol's structure. The shortest path between a source S and a 

destination D is the first step in the proposed routing protocol. Each data packet is subsequently 

sent to its final destination through this primary route. Nearby nodes may start picking up 

packets of data travelling along in an important primary path. Nodes that can hear the messages 

should be along the main path and may be suitable candidates for replacing the failing node. 

Since the major route isn't always available, our method leverages overheard packets to find 

the alternate nodes in case of a failed main route reconstruction attempt. A combination of data 

piggybacking and adhering to the correct protocol is required to accomplish this. A node's route 

table and a message's header both need a single more field. There's no requirement for massive 

message influxes or database maintenance of any kind (the field will store the height value; 

this will be explained in more detail later). As part of our route development and maintenance 

strategy, below are the steps we take: Below, you will find an explanation of everything we 

discussed. 

 

Fig 1: MANET Routing Protocol 

2.1 Planning and Building of the Route We've devised a routing protocol that doesn't create a 

routing route unless a node needs to interact with another node. In the network, S is a node, 

and the message is sent from S.'s location. Direct transmission occurs if a neighbour of the 

source node S has a similar address to that of its target node D. In the beginning, the source 

node will examine whether Node D is in the main route table (MRT). Data packets will be sent 

immediately to the next hop in the entry if the requirement is satisfied. In order to initiate data 

transmission from the source node S to the destination node D, a path, also known as the major 
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route, must be established. To discover a path like this, the main route creation operation starts 

with the source node S sending a main route request (MREQ) to all of its other neighbours. 

The MREQ will reproduce this behaviour on any hosts that are given access to it. This indicates 

that MREQ is propagated over the network and will ultimately reach node D if the routing 

route between A and D is present. Main route reply (MRRP) and the value H, which is the hop 

number from this node (D) to the destination node (H) are returned to a MERQ (which is zero 

in this instance). Sender of the MREQ gets this data back. After receiving MREQ, a node's 

MRT will be modified to include a major route entry for node D. It then transmits the message 

back to the original host, along with MRRP and H+1. Until node S receives MRRP and 

modifies its MRT, every subsequent host that obtains MRRP behaves in the same way. As a 

result, a routing route between nodes S and D is established. The major route follows this route. 

2.2 Route Repair and Improvement Sniffing communications along important routes is one 

component of route maintenance, while repairing significant routes is another. The first step is 

to find out how to handle messages that are being transmitted along the main route but are 

intercepted by neighbouring nodes. Because of this, we must utilise the messages that have 

already been gathered to repair any broken main routes and reduce the flood of repair inquiry 

(REPQ) packets to a minimal while doing so. In order to intercept messages, the primary route 

is utilised. Message tracking along the main route may begin as soon as packets begin to arrive 

on the main route and are identified. In order to accomplish our aim, we must, however, make 

a few adjustments to the transmission of packets. First, we must add a H field to the header of 

each data packet and demand that each node maintain an additional height table to store H 

values. There will be a height table requirement for every node. A node will "overhear" packets 

arriving from neighbouring radio stations since wireless communication is broadcast. One of 

the main route's nodes will preserve its own height table with the value of the packet's header 

h as long as it receives data packets transmitted by another main route node. If more than one 

of these packets is received, an average of the H values will be computed, not just one unique 

value. A subsequent attempt to repair the route and prevent the overloading of control packets 

may make use of the previously recorded H value. A job on the main highway First, a repair 

question (REPQ) packet will be sent out by an upstream node to begin the process of repairing 

the primary route. Up to that point, this procedure has been going on in the background. 

Requested height information is supplied in a REPQ packet. A node's responsibility is to 

determine whether or not it already has a path to the destination whenever it gets a REPQ 

packet. When a repair reply (REPR) packet is sent back to the node that provided the repair 

query (REPQ) packet, the route is repaired. 

3.Performance of the Proposed Protocol 

Ad Hoc networks should be able to easily implement our proposed routing protocol without 

incurring a significant amount of extra cost, since it is simple and straightforward. As a 

comparison to some of the most major routing protocols, we'll show how it works. It's been 

used in several studies to examine the efficacy and efficiency of various existing ad-hoc routing 

protocols, thus we utilise it as our simulation tool. The IEEE 802.11 Distributed Coordination 

Unit (DCU) is what our simulator employs for the link layer. Physical and data link layer 
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models have been created and studied in detail. Each side of the 1500-meter rectangle is filled 

with 100 mobile nodes, each of which is able to move freely. Each of the 100 nodes that make 

up the region is placed there by random chance. At some point, each node will move in a 

random direction and at a speed that ranges from zero to 50 metres per second. Node pauses 

briefly, picks a new direction and then proceeds in the way previously described when it 

reaches the outside border of the rectangular zone. Each simulation will run for 550 seconds, 

with the simulation period set to that number. 

4.Effectiveness in Repairing Broken Route 

The first thing we'd want to know about the proposed protocol is how effectively it performs 

at repairing broken routes. As demonstrated in Table 1, damaged paths can be repaired in 

around half of the cases when the simulations are done. As the length of pause time increases, 

the percentage of successful repairs should increase as well, as longer pause times suggest more 

stable nodes. 

Table1. Percentage of Successful Route Repair 

Pause Time (sec) Percentage of Successful 

Repair 

10 48.56.% 

20 49.26 % 

30 52.42 % 

40 54.20 % 

50 57.46 % 

Packet Delivery Ratio 

Figure 1 shows the simulation results in packet delivery ratio. 

 

Figure 2. Packet delivery fraction vs. Pause time 
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5. Routing Overhead 

As can be seen in Figure 2, the routing overhead was calculated by counting the number of 

control packets that were transmitted. It is evident that the proposed protocol has a much lower 

overhead than AODV. Our protocol also performs significantly better in this area than AODV. 

As expected, AODV instantly starts building a new main route from the ground up after a 

damaged main route(1,2). This is in lieu of repairing the partially broken main route. As a 

result, once a primary route is compromised, an overwhelming number of main route request 

broadcast packets are pushed out into the network. On the other hand, our protocol would 

attempt to repair the primary route by making use of neighbouring nodes that are positioned 

near the primary route. As a result, the maintenance inquiry packet broadcast may only be 

received by other nodes within two hops of the principal route from whence it was transmitted. 

  

 

 

 

 

 

 

 

Figure 3. Routing Overhead vs. Pause time 

6.Conclusion: 

In this piece of research, we propose a one-of-a-kind on-demand routing system that is capable 

of promptly restoring a damaged connection or node with just a little increase in the amount of 

extra communication cost. In comparison to another well-known on-demand routing system, 

our approach has a much higher effective data delivery rate than AODV, and it requires 

approximately 25% less communication overhead. In terms of communication latency, our 

protocol also works quite well, particularly in scenarios in which the amount of node mobility 

that is present is enhanced. 
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