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Abstract 

The continuous transmission of small packet is called beacon packet, that 

advertises the presence of a base station and the mobile units sense the 

beacons and attempt to establish a wireless connections. Basing their 

forwarding decisions only on the local topology, geographic routing 

protocols have drawn a lot of attentions in recent years. MANET nodes 

square measure distinguished by their restricted resources like multi-path 

communication, end-to-end delay, routing conjunction, remaining energy, 

bandwidth and storage. MANET routing is serious issue as a result of 

topology. In this emerging research article developed with my pervious 

published paper and proposed multipath work with three different 

topology size, three different set of nodes, three different set of malicious 

nodes with various parameters such as packet delivery ratio, throughput, 

routing overhead, packet loss, delay and remaining energy via Network 

Simulator 2 (NS2). 

 

Keywords: MANET, Attack, Energy, Routing Protocols, Network 

Simulator. 

 

I. INTRODUCTION 

In MANET each node act as both host and route in autonomous behavior, any time a node can join 

or leave from the network due to making the network topology dynamic in nature. All nodes have 
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identical (same) features with similar responsibility and capabilities and hence it forms a completely 

symmetric environment due to mobile nodes are characterized with less memory, power and light 

weight features. Basically mobile ad hoc router model designed three different types (per established 

connection for proactive, on-demand connection established for reactive and both concept available 

in hybrid routing protocols) for sharing information between devices in non fixed network Multipath 

importance techniques using alternative multiple path in network which can elide provide such as 

tolerance increase bandwidth and improving security, the multiple path computing joint and 

disjoined between nodes in the network, extension of research is going recent years in multipath 

fading communication based on some criteria like minimum cost, minimum weight, maximum 

forwarding capability and maximum receiving capability etc. 

 

II. PROBLEM IDENTIFICATION 

The dynamic nature of MANETs requires the routing protocols to refresh the routing tables 

frequently while they suffer from transmission congestion which are the results of the broadcasting 

nature of radio transmission.  Since a node in a MANET cannot directly communicate with the nodes 

outside its communication range, a packet may have to be routed through intermediate nodes to reach 

the destination. It also becomes essential to monitor the constraints in intermediate nodes (multi-hop 

routing). Consequently, an efficient routing approach may generate route failures. The simplest 

scheme of routing in MANET is the one to find a route without malicious nodes. In this research 

aims provide an unbreakable route to improved remaining energy for the way of secured 

transmission. Hence, a new routing algorithm named, Ad hoc on-demand Distance Vector with help 

of Fuzzy Controller (FC-AODV) is proposed. 

 

Procedural Steps of FC-AODV Algorithm 

 FC-AODV processing starts with fuzzy controller. 

 Hello packet transmission from source to destination through intermediate nodes. 

 Destination node sends ACK message to source node in same route through intermediate nodes. 

 If source node receives this acknowledgement packet within a predefined time period, then data 

transmission will be start. 

 If node A does not receive this acknowledgement packet within a predefined time period, then 

the intermediate nodes are marked as malicious nodes, otherwise data transmission is started. 

 Transmit the data in the alternate path to the destination, and go to step1. 
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Simulation Parameter: Initially nodes are placed at certain specific locations, the simulation 

parameters are specified below. 

Table 1 Simulation parameters 

Parameter Values 

Simulation area 780m*780m 

Number of nodes 50, 100, 150 

Number of packets sender 25 

Constant bit rate 4 (packets/second) 

Packet size 512 bytes 

Initial energy/node 100 joules 

Antenna model Omni directional 

Simulation time 500 sec 

Malicious node 8 

 

III. RESULT AND DISCUSSION 

In this section we discussed results and discussion of existing and proposed methods classified three 

different models via NS 2. 

Model 1: Results of Parameter Values (SA=780m, NN=50 & MN=8)  

   

1 (a) PDR Vs NN 1 (b) throughput Vs NN 1 (c) end-to end delay Vs NN 

   

1 (d) packet loss Vs NN 1 (e) remaining energy Vs NN 1 (f) routing overhead Vs NN 
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The result obtained is given in Table 2 and Fig. 1 is varied from 1 to 8 out of 50 and simulation is 

carried out to calculate the packet delivery ratio using proposed and existing methods.  It is clear 

from the simulation results of Fig. 1 our proposed model archive the maximized average packet 

delivery ratio 10%, increase average throughput by 10%, decreases the average delay by 6.2%, 

reduced an average losses by 6%, increases the average remaining energy by 6% and reduce average 

routing overhead by 6.2% than AODV. 

 

Model 2: Results of Parameter Values (SA=780m, NN=100 & MN=8) 

 

 

Fig. 2(a) that the FC-AODV has the maximized average packet delivery ratio 10% than AODV, 

result of Fig. 2(b) shows that FC-AODV has increase average throughput by 10.4% compared to the 

existing method. It is observed from Fig. 2(c), the proposed model decreases the average delay by 

5.2% than AODV protocol, simulation results are shown in Fig. 2(d). From the simulation results it 

is understood that the proposed algorithm reduced an average losses by 5.4% than existing design. 

Fig. 2(e) it is clear that the proposed design increases the average remaining energy by 6% with the 

increasing nodes 100 than AODV. Fig. 2(f) FC-AODV has reduced routing overhead with the 
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number of malicious nodes from 8 when compared to the existing method also suggested new 

method has the reduce average routing overhead by 5.2% than AODV. 

 

Model 3: Results of Parameter Values (SA=780m, NN=150 & MN=8)  

   

3(a) PDR Vs NN 3(b) throughput Vs NN 3(c) end-to-end delay Vs NN 

 
  

3(d) packet loss Vs NN 3(e) remaining energy Vs NN 3(f) routing overhead Vs NN 

 

The result obtained is given in Fig. 6 the malicious node is varied from 1 to 8 out of 150 and 

simulation is carried out to calculate the packet delivery ratio using proposed and existing methods.  

It is clear from the simulation results of Fig. 3(a) that the FC-AODV has the maximized average 

packet delivery ratio 10% than AODV with topology size 600m * 600m. Result of Fig. 3(b) shows 

that FC-AODV has increase average throughput by 10% compared to the existing method. Proposed 

algorithm to increases number of active nodes and to identify avoid malicious nodes, it is capable of 

finding the minimum link failed unbreakable short route between the sources to destination. It is 

observed from Fig. 3(c), the proposed model decreases the average delay by 5.2% than AODV 

protocol with the increase in the number of malicious nodes from 1 to 16 out of 150 nodes. 

Simulation results are shown in Fig. 3(d). From the simulation results it is understood that the 

proposed algorithm reduced an average losses by 6% than existing design. Fig. 3(e) it is clear that the 

proposed design increases the average remaining energy by 5.8% with the increasing nodes 30 to 150 

than AODV. Fig. 3(f) Suggested new method has the reduce average routing overhead by 6.2% than 

AODV. From all the above figures and tables it is clear that the comparison of the proposed FC-
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AODV with the conventional routing protocol and other existing acknowledgement based IDS 

schemes, shows the packet deliver ratio, throughput and remaining energy increased,  end-to-end 

delay, packet loss and routing overhead decrease with the increase in the number of malicious nodes. 

 

IV. CONCLUSION 

In this manuscript, it is clear that misbehaver attacking for multi-path routing has always been a 

major threat to the security in MANETs during the transmission drop (or) attack the packet, if 

wireless communication is done without acknowledgement. In this research, a proposed routing 

protocol named FC-AODV is proposed with fuzzy controller. The simulation results propose FC-

AODV algorithm as compared with the existing AODV algorithm in different scenarios through the 

network simulation 2.  This developed model ability to detect misbehaviour nodes with improves 

average packet delivery ratio for all the three scenarios by 12.4%, improved average throughput for 

three scenarios by 10.27% than the existing routing protocol and reduced average end-to-end delay 

for all the three scenarios by 5.37%, reduced packet loss average packet loss for all the three 

scenarios by 5.57% also solve weakness of existing method, result of all the scenarios clearly shows 

propose system still increased average remaining energy by 6.4% than existing method and reduce 

average routing overhead by 6.37 compared to the existing routing protocol. We plan to investigate 

the following issues in our future research. 1) The same concept can be applied in satellite to reduce 

more congestion in the route and also to save more energy. 2) The possibilities of adopting the 

shortest path algorithm to eliminate the requirement of redistributed; can be examined. 3) The 

performance of FC-AODV can be tested in real time network environment Instead of software 

simulation. 
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